一、项目基本信息

1.项目名称

项目名称：2018年安全测试服务项目。

2.采购单位

本项目采购单位为：深圳市信息安全测评中心。

3.项目预算

本项目经费预算为人民币48万元。

4.采购方式

本项目采购方式为：公开招标。

5.评标方式

本项目评标方式为：综合评标。

二、项目概况

对约80个单位及其下属单位的信息系统进行安全测试。

三、项目目标

在2018年11月30日之前通过安全测试成功取得不少于48个系统（不少于授权范围内的30个单位）的服务器、网站、数据库或业务系统的权限。

四、项目内容

（一）服务范围

安全测试对象包括授权范围内各单位及下属单位所有可通过互联网访问的网站、业务系统等。

（二）服务内容和方式

1.服务内容

（1）在互联网侧对网站及业务系统进行非侵害性安全性测试，充分发现和利用系统中存在的弱点，发现数据泄露、非授权访问等安全问题，提出解决方案，协助各单位对有问题的系统进行整改。

（2）对安全测试中发现的问题和漏洞进行分析验证和讲解。

2.服务方式

中标方须至少安排一位具有渗透测试实战能力的技术人员常驻（5×8）采购单位现场，服从采购单位的工作安排，服务期限为一年。未经采购单位同意，驻场人员不得随意更换。若驻场人员能力无法满足工作要求，采购单位可要求更换，如更换后仍不能满足要求，采购单位有权单方面终止服务合同。中标方除提供驻场安全测试工程师以外，应提供技术支持队伍，以保证项目目标实现。

（三）服务期限

本项目自合同签订生效后服务期一年。

五、商务要求

1.报价

本项目经费预算为48万元，报价不得超过本预算，否则视为无效投标。

2.服务实施方案

投标人根据本项目采购要求，结合自身安全服务能力编制服务实施方案。

3.验收条件

2018年11月30日后对项目进行验收，完成合同约定的成功渗透数量，且采购单位使用部门出具服务合格意见，视为项目验收合格。

4.付款方式

合同签订后付合同总金额的50%，2018年11月30日后对项目进行验收，验收合格后，支付合同总金额的50%。如果成功渗透的系统数不足48个，每少一个系统扣除1万元尾款；渗透成功的单位数少于30家的，每少一家扣除1万元尾款。扣完为止。

5.保密要求

服务期间或服务期结束后，服务单位必须对服务过程中接触的我中心系统中所有信息和数据、服务过程中产生的所有信息和数据等进行严格的保密。不得以任何方式向外界传递或泄露任何相关信息或数据，一旦发现，将追究服务单位法律责任。服务过程中所产生所有文档资料和数据均为招标方所有。

# 六、报价要求：

1)投标人应根据招标文件报出合同总价。合同总价一旦核实确认，不得再做更改。对投标人漏报设备致使系统未能达到需求的功能和效果，其费用和后果由投标人自行负责。

2)在符合总体要求的前提下，投标人可对投标书中没有提及的内容，按自己的理解适当增加，但有关价格及费用必须在投标书中单独列出，并说明理由。

★3)投标人对每种服务或设备的报价必须是唯一的。采购人不接受有任何选择的报价。

4)所有报价均应已包含国家规定的所有税费。

5)投标书（附件1）与开标一览表（附件2）中的总报价应一致。

6) 投标总价以人民币报价，为一年服务的总包干价，包括但不限于：人员工资、社保、食宿、福利、工具、办公费用、管理费、税费等本项目需求所涉及的所有费用，用户单位不再为此增加任何费用。

7)投标人免费提供的部件必须注明“免费”或数字“0”，但不能省略，详细报价清单中如有一般缺漏项，允许按投标的同类服务最高价格予以补正，如有严重缺漏项，视为废标。